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OPINION 
 

I. INTRODUCTION 

 The Union filed a grievance on May 21, 2007 on behalf of Kelly Hubbard 

(Grievant). The grievance alleged that the Department violated Article 20.1 by failing 

to provide a safe work environment on April 30, 2007. The Department denied the 

grievance. The Union advanced the dispute to arbitration. Through the procedures of 

the American Arbitration Association, David W. Stiteler was appointed Arbitrator of 

the dispute. 

 A hearing was held before the Arbitrator on April 9, 2008 in Tacoma, 

Washington. The parties had the full opportunity to examine and cross-examine 

witnesses, submit documentary evidence, and argue their positions. They stipulated 

that the grievance was properly before the Arbitrator for resolution. They also 

stipulated that the Arbitrator could retain jurisdiction over the matter for a period of 

60 days following this decision to resolve any disputes about the remedy, if a remedy 

was awarded.  

At the conclusion of the hearing, the parties made closing arguments. The 

Arbitrator closed the record following those arguments. 

II. ISSUE 

 The parties did not agree to a statement of the issue, but stipulated that the 

Arbitrator could frame the issue based on their submissions and the record. 

 According to the Union, the issue is “did DOC violate Article 20 on April 30, 

2007 by not having appropriate policy in place and by not taking appropriate action 

to protect its employees?” 

 According to the Employer, the issue is “did DOC allow an unsafe work 

environment to exist on April 30, 2007, at the Lakewood field office, in violation of 

Article 20.1?” 
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 I find the issue to be: did the Department fail to provide a safe work 

environment during the April 30, 2007 bomb threat incident, in violation of Section 

20.1, and if so what is the appropriate remedy? 

III. RELEVANT CONTRACT LANGUAGE 

ARTICLE 20 
SAFETY AND HEALTH 

 
20.1 The Employer, employee and Union have a significant 

responsibility for workplace safety.  
 

A. The Employer will provide a work environment in 
accordance with safety standards established by the 
Washington Industrial Safety and Health Act (WISHA).  

 
B. Employees will comply with all safety practices 

established by the Employer. 
 

C. The Union will work cooperatively with the Employer on 
safety-related matters and encourage employees to work 
in a safe manner.  

 
20.2 The Employer will determine and provide the required safety 

devices, personal protective equipment and apparel, which 
employees will wear and/or use. If necessary, training will be 
provided to employees on the safe operation of the equipment 
prior to use.  

 
20.3 Each agency will form safety committees in accordance with 

WISHA requirements at each permanent work location where 
there are eleven (11) or more employees.  

 
20.4 Safety committees will consist of employee and agency 

representatives of equal numbers. Agencies will appoint their 
representatives. The number of union-designated employee 
representatives on the committee(s) will be proportionate to the 
number of employees represented by the Union at the 
permanent work location. Meetings will be conducted in 
accordance with WAC 296-800-13020. Committee 
recommendations will be forwarded to the appropriate 
appointing authority for review and action, as necessary.  
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20.5 The Employer will continue current practices regarding blood-
borne pathogens contained in agency policies. 

 
IV. DOC POLICY AND WISHA STANDARDS 

 Department Policy and Procedure.  The Department has a policy on 

bombs, bomb threats, and suspicious objects. The policy provides that “threats shall 

be treated as real until determined otherwise.” It sets out specific steps for a person 

receiving a bomb threat to follow. It provides for the appointment of an initial 

incident commander. One of the incident commander’s duties is to determine 

whether to immediately evacuate or to conduct a search and evacuate if warranted.  

The policy includes an orange “bomb threat card” that has a list of 

instructions for employees to follow if they receive a telephoned bomb threat. There 

are questions to ask the caller, a place to write the exact wording of the threat, a 

section to identify characteristics of the caller’s voice (calm, angry, excited, etc.), a 

section to identify background sounds (street noises, crockery, voices, etc.), and a 

section to identify the threat language (incoherent, foul, taped, etc.). 

 Employees are also given an emergency desk reference checklist, a set of 

bound note cards addressing a variety of emergency situations, such as earthquake, 

bombs, and hazardous materials. On the “bombs and suspicious objects” page for 

bomb threats, employees are directed to use the orange bomb threat card, treat all 

bomb threats as real, notify their supervisor and call 9-1-1, follow directions from law 

enforcement, and evacuate the building and secure the area, if possible. 

WISHA Standards.  There are statutes and administrative rules that 

govern workplace safety. WAC 296-800-11005 requires an employer to 

provide employees “a workplace free from recognized hazards that are 

causing, or are likely to cause, serious injury or death.” WAC-296-800-11015 

requires employers to “prohibit employees from entering, or being in, any 

workplace that isn’t safe.” 
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V. FACT SUMMARY 

 There is little dispute about the facts. Grievant is employed by the Department 

as a community re-entry specialist with a working job title of community corrections 

specialist. She is stationed at the Department’s Lakewood office, which is just south 

of Tacoma. 

Grievant’s job is to manage the transition of high risk offenders from prison 

and work release programs to community supervision. The offenders she works with 

include those who are classified as dangerously mentally ill, level III sex offenders, 

and others requiring high levels of service who have a violent or serious violent 

criminal history. The required working conditions for her job include field visits 

under adverse environmental and/or hazardous conditions, working with and 

around armed officers, and wearing protective vests or other safety equipment. 

April 30, 2007 Bomb Threat.  At about 11 a.m. on April 30, 2007, an 

employee in the Department’s Longview field office received a call from an 

unidentified male caller who told her that every DOC office would be bombed and 

everyone in the offices would die. Longview is about 90 miles south of Tacoma. 

 The bomb threat occurred following a weekend fire bombing of a Department 

field office in Bremerton.  

In response to the call, the Department set up an emergency operations 

center. In addition, the Department notified community corrections supervisors 

(CCS) in all its field offices of the call. That notice went out either late morning or 

early afternoon. CCSs were directed to notify staff “immediately” that DOC had 

received a phone call claiming that community corrections field offices “would be 

bombed” that day. They were also to notify local law enforcement. Two employees of 

the Longview office did a walk-through of the building and the area outside the office 

to look for anything unusual; they did not find anything. An employee in the 

Lakewood office, who had a long military background, checked in and around the 

Lakewood/Parkland offices; he found nothing unusual. 
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Grievant’s supervisor, Rick Hendricks, did not pass on to her the notice about 

the threat. She heard about it sometime later when support staff in the Lakewood 

office forwarded the notice to all staff.  She was very apprehensive about being in the 

building after receiving the notice. She expressed her concerns to co-workers. 

Other employees in the Lakewood/Parkland offices were also upset and 

nervous about the threat. At least some community corrections officers checked out 

vehicles and left to make field visits rather than stay in the office. 

Meanwhile, about 40 minutes after the first call, the Longview office got a 

second call, apparently from the same caller. He was very angry and said that there 

was a bomb in the Longview office and it was going to blow up that day.  

 Following the second call, the Longview office was temporarily evacuated. 

Local law enforcement was contacted.1 After another walk-through of the building by 

certain staff members, employees were allowed to return to work.  

 Around 2:45 p.m., employees at the Lakewood/Parkland offices were sent an 

email to let them know that Lakewood Police had been notified about the bomb 

threat but declined to respond because it had not received the initial call threat. 

Employees were also notified that Field Administrators (FA) Armando Mendoza and 

Earl Wright were not authorizing closure of the offices. 

Grievant remained very anxious and concerned for her safety and asked to be 

allowed to leave. Her supervisor gave her permission to go home, but required her to 

use accrued leave. Grievant left the office around 3 p.m. She was the only employee 

who went home for the day due to the threat. 

 About 3:30, the Department sent another email to all CCSs and other 

management staff. This email stated that the second call had been reported to the 

emergency operations center, that local law enforcement had searched the Longview 

office and found no bomb, and that Longview staff who had been evacuated had  

                                                   
1 The evidence is conflicting about whether the Longview police responded and conducted a 
search. 
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returned to work. The message concluded: “The decision to make contact statewide 

was done as a precautionary measure to heighten awareness and ensure staff safety. 

We appreciate your patience and professionalism as the situation has evolved.” 

 That email was forwarded to all field office staff at 5:46 p.m. that afternoon. 

Most employees, including Grievant, did not receive it until the next day. 

 Another email went to all field office staff about 5:55 p.m. The email informed 

employees about a press release on the incident. They were also told that the 

Department had consulted with Washington State Patrol Chief John Batiste, who 

said that the communication and direction given to employees were appropriate. 

Finally, the email informed employees that the emergency operations center had 

closed at 5:30 p.m.  

 The following day,  FA Steven Johnson contacted employees he supervised 

and requested their input on what had worked, what had not worked, and suggested 

changes. Grievant’s supervisor did not offer employees the same opportunity, but 

Grievant asked FA Mendoza, who told her to submit any comments or suggestions to 

him. 

Grievant submitted several suggestions. Among the issues she identified were 

the delay in notifying staff of the threat, lack of statewide consistency in addressing 

the incident, failure to notify all staff that the threat was specific to Longview until 

after most offices were closed, failure to increase security regarding the offenders 

who enter field offices, and requiring her to use leave time to go home. Mendoza 

forwarded her suggestions to Assistant Deputy Secretary Earl Wright for his review.  

 On May 21, 2007, the Union filed a grievance, contending that the 

Department had violated Section 20.1 “by failing to provide a work environment in 

accordance with standards established by WISHA.” As a remedy, the Union 

requested that the Department “immediately develop and implement a process for 

future threats that is consistently followed in each office” and make Grievant whole 

for the vacation she used on April 30.  
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VI. CONTENTIONS OF THE PARTIES 

A. Union 

 The Department failed to provide a safe working environment on April 30, 

2007, in violation of Section 20.1. Under the circumstances, Grievant was justified in 

asking to be allowed to leave, and the Department should be required to restore the 

2.5 hours of vacation she used. In addition, the Department should be ordered to 

develop a process to address such threats in the future. 

 Grievant’s desire to leave was justified for several reasons. The Department 

failed to timely notify field staff that the threat was directed to a particular office. 

After the threat was announced, there were no security precautions taken at the 

Lakewood office. In addition, there was no directive to search all the offenders who 

enter the office. It must be kept in mind that this threat closely followed the fire 

bombing of the Bremerton office. Because of the Department’s failures, Grievant 

should have been able to use administrative leave rather than having to use vacation. 

 The Department’s communications to field staff were lacking. There was an 

unacceptable lag in telling staff after the threat was received. There was also an 

unacceptable lag in letting staff know that the threat was directed at one specific 

office.  

 To the extent the Department does have a policy for responding to such 

threats, that policy was not followed consistently in field offices. There is no 

assurance that a similar incident would be handled better in the future. For example, 

the policy says to contact local law enforcement, but here local law enforcement 

would not respond.  

Grievant was not the only employee who was apprehensive. The fact that 

others did not file grievances is irrelevant.   

B. Department 

 The Union failed to prove that the Department’s actions on April 30, 2007 

violated the parties’ agreement. The grievance should be dismissed. 
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 The grievance claims a violation of Section 20.1. According to the Union, the 

Department failed to comply with WISHA requirements. To the contrary, the 

evidence established that the Department did all it could and complied with its 

contractual obligations. 

 The Union is aware of Department policies regarding such incidents, but had 

not previously raised any concerns about the bomb threat policy being inadequate. 

In addition, the contract calls for joint safety committees, and the Union has not 

raised any issue about the bomb threat policy at such committees. Thus, the Union 

has failed to use the processes available to it to raise safety concerns about bomb 

threats.  

 The Department followed established policy concerning bomb threats. The 

first call was reported both to local law enforcement and the State Patrol. Neither 

was able to respond because of the general nature of the threat. The Department 

then asked field staff, who have experience looking for contraband and other 

suspicious material, to conduct a sweep of offices. After the second threat targeted 

the Longview office, the Department concluded that it was unsafe and it was 

evacuated pursuant to policy until it was determined that no bomb was present.  

 This case is about Grievant’s perception that the office was unsafe. The 

Department deals with potentially dangerous clientele and situations on a daily 

basis. As such, it cannot be responsible for every employee’s perceptions regarding 

safety. The evidence showed that the Lakewood office was not an unsafe work 

environment and that the Department responded to the bomb threat in accordance 

with its contractual and statutory obligations. 

VII. DISCUSSION AND ANALYSIS 

 The issue in this contract interpretation dispute is whether the Department 

violated its obligation to provide a safe workplace on April 30, 2007, after it received 

a bomb threat. The Union alleges that the Department failed to adequately 

communicate with field staff about the threat, and that Grievant was justified in her  
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desire to leave the work site. For the reasons explained below, I conclude that the 

alleged contract violation was not proven.  

 In a contract interpretation dispute, the arbitrator’s role is to determine and 

give effect to the parties’ intent. The starting place for that determination is the 

language of the agreement. Where the language is clear, there is usually no need to 

consider other evidence of intent. If the language is ambiguous, extrinsic evidence or 

other contract interpretation tools may be used to determine intent.  

 The contract language here is clear as far as it goes. It unambiguously requires 

the Department to provide a work environment in accordance with WISHA safety 

standards. The details are left to those standards.  

 WISHA standards require employers, among other things, to: (1) provide 

employees a workplace free from recognized hazards that are likely to cause serious 

injury or death; (2) prohibit employees from entering or being in a workplace that is 

not safe; and (3) establish and enforce rules that lead to a safe work environment. In 

the Union’s view, the Department met none of these standards on April 30, 2007.2  

 There are several components to the grievance. The overarching question is 

whether the Department’s policies and procedures comport with WISHA standards, 

as required by the contract. If they do, a secondary question is whether the 

Department handled the April 30 incident appropriately under its policies and 

procedures. Closely tied to that question is the matter of whether the Lakewood 

office was an unsafe work environment on April 30. The final element is whether 

Grievant should have been allowed to go home during the incident without using 

accrued leave. 

                                                   
2 The Union also cited WAC 296-24-567 concerning emergency action plans. That rule appears to 
be focused on different types of emergencies than the incident at issue. It is part of an overall rule 
on means of egress, and the general focus is on fires. The definition of an emergency action plan is 
“a plan for a workplace, or part thereof, describing what procedures the employer and employees 
must take to ensure safety from fire or other emergencies.” In an appendix, which by its terms is a 
nonmandatory guideline, the given examples of emergencies are fire, toxic chemical releases, 
hurricanes, tornadoes, blizzards, and floods. I did not find this rule relevant to the current 
dispute.  
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 On this record, there is no evidence that the Department’s policies and 

procedures do not satisfy WISHA requirements. The Union did not establish that the 

Department failed to provide a workplace free from recognized hazards. On receiving 

the initial threat, the Department notified field offices and directed them to contact 

local law enforcement. In the two offices about which there was evidence, that step 

was followed. Consistent with policy, employees conducted building searches and 

found nothing unusual. In addition, the Department evacuated a workplace—the 

Longview office—that it determined to be unsafe. Although the initial threat was too 

general to take that step, once the second call was received, the decision to evacuate 

was made. Finally, the Department’s policy includes specific steps to follow to make 

sure the workplace is safe. There was no evidence that this policy is not adequate.  

 Whether the Department handled the incident appropriately under the policy 

is a closer question. Grievant contends that the policy was inconsistently applied 

across the state. The evidence is insufficient to support that claim. The only 

witnesses came from the Lakewood/Parkland offices. None of them testified about 

what occurred in other offices.  

 The Department did handle the incident differently in Longview than 

Lakewood. However, there are obvious and legitimate reasons for this. Longview was 

the office that received the first call, and so attention was naturally directed there 

first. More importantly, the second call clearly directed the threat specifically toward 

the Longview office. 

 On the limited evidence in the record, it appears that the Department 

followed its policies and procedures in Longview. Once the threat was more tangible 

and focused, the office was evacuated. Employees were not allowed to return until it 

was determined that it was safe for them to do so. 

 The Lakewood office was not evacuated. The Department complied with its 

policy requirements in notifying local law enforcement, but neither the Pierce 

County Sheriff’s Office nor the Lakewood Police Department were willing to conduct 

a search  
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because the initial threat was too vague and the call had been received elsewhere. 

After an employee conducted a walk-through and around the building to see if there 

were any suspicious objects, Department officials determined that evacuation there 

was not warranted. By then, the second call specifically targeting Longview had 

already been received.  

 One area in which the Department fell short is in communicating with its 

employees. The first threat call was received around 11 a.m. By the time the 

Department sent notification statewide about the threat, the second call had already 

come in. Moreover, even the tardy communication was not relayed as directed, at 

least in Grievant’s case. And inexplicably, the information that the threat was specific 

to Longview was not sent out until about 2:30 p.m., nearly three hours after that fact 

was known to Department officials. Even then, it was sent to supervisors rather than 

to all employees. In the Lakewood office, that information did not get forwarded to 

all employees until after regular work hours.  

 The question is whether this lapse in communication violated Section 20.1. In 

other words, was the workplace—particularly the Lakewood office—rendered unsafe 

because the Department did not notify employees more quickly about the first call 

and/or did not notify employees about the specific nature of the threat until after the 

close of business?  

That question must be answered in the negative. Nothing in the WISHA 

standards referenced in the contract requires any specific level or amount of 

communication in such incidents. Likewise, nothing in the Department’s bomb 

threat policy or emergency desk reference checklist mandates any particular 

communication to employees. More communication, or at least more timely 

communication, certainly would have been better and might well have tamped down 

the concerns that led to this grievance. But the communication that occurred did not 

violate the contract. 
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Finally, with respect to Grievant’s individual circumstances, the grievance also 

must be denied. There is no doubt that she had a good faith belief that her safety was 

at risk if she remained at work. But as the Department points out, employees in 

Grievant’s classification work in a position that has some inherent dangers because 

of the type of work being done. While workplace dangers must be addressed by the 

Department, it is not feasible to have a separate set of safety standards for each 

individual employee. 

Grievant perceived that the office was unsafe. Her belief, no matter how 

sincerely held, did not by itself make the Lakewood office unsafe on April 30. 

Typically, some objective evidence of a hazardous condition must exist for a 

workplace to be found unsafe. The anonymous threat without more, though 

personally alarming, did not rise to that level. Other employees in the office, at least 

those who testified on Grievant’s behalf, were concerned or nervous about the threat 

and upset at the lapses in communication. But no one else went home.  

In sum, I conclude that the Department did not fail to provide a work 

environment in accordance with WISHA standards. Department policies regarding 

bomb threats comply with the cited standards. While communications with 

employees about the threat could have been more timely and widespread, the 

Department’s response to the April 30 threat was consistent with its policy. Because 

Grievant nonetheless perceived the workplace to be unsafe, the Department allowed 

her to go home. It was not required by the contract or WISHA standards to grant her 

administrative leave for that absence. In reaching my conclusion, I considered all the 

evidence and argument submitted by the parties, even if it is not specifically 

addressed above. The grievance will be denied and dismissed.  
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AWARD  
 
 Having fully considered the whole record in this matter, and for the reasons 
explained in the Opinion, I award as follows: 
 

1. The Department did not fail to provide a safe work environment, in 
violation of Section 20.1, during the April 30, 2007 bomb threat 
incident. 

 
2. The grievance is denied and dismissed. 

 
3. The Arbitrator’s fees and expenses will be split equally between the 

parties. 
 
Respectfully issued this 9th day of May, 2008. 
 
 
 
David W. Stiteler 
Arbitrator 
 

WFSE and Washington DOC 
K. Hubbard Grievance 
14 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f00620065002000500044004600200070006f007500720020006400650073002000e90070007200650075007600650073002000650074002000640065007300200069006d007000720065007300730069006f006e00730020006400650020006800610075007400650020007100750061006c0069007400e90020007300750072002000640065007300200069006d007000720069006d0061006e0074006500730020006400650020006200750072006500610075002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200066006f00720020007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c00690074006500740020007000e500200062006f007200640073006b0072006900760065007200200065006c006c00650072002000700072006f006f006600650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020007000610072006100200069006d0070007200650073007300f5006500730020006400650020007100750061006c0069006400610064006500200065006d00200069006d00700072006500730073006f0072006100730020006400650073006b0074006f00700020006500200064006900730070006f00730069007400690076006f0073002000640065002000700072006f00760061002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


